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1. Router Connection

1.1 Power up the router with the power adapter.

1.2 Connect the WAN port to the LAN 1/UNID1 port of the Fiber Box (i.e., NBN NTD) via the Ethernet cable.

The End User’s router may be set up before. Reset is required to occur before configuration. The WAN port can
be plugged in before the configuration.
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Head Office: Level 5, 104 Mount St, North Sydney NSW 2060 | ABN 58 608 289 425 | Telephone 1300 299 999

Sydney  Melbourne  Brisbane Canberra Occom.com.au

-Confidential-

1



N

2. Router Set-up

There are two methods to connect with your router:
A. Ethernet cable connection: Connect the laptop/PC to any of the LAN ports (1 — 4 of router) via

Ethernet cable.
B. Wi-Fi Connection: Connect your device (laptop, iPad, or spare phone) to the default Wi-Fi.

*How to check the default Wi-Fi detail: Use SSID on the back of the router (no Wi-Fi password required).

H/W Ver. A1
PIN Code 43934645
PN:90IG06Z0-MFAC00

MAC.CC87F54B63348
(/A

SN: R1IG5YB01775WFY
000
SSID:ASUS_48

E T -

3. Router Configuration

3.1. Open the Internet browser (e.g., Google Chrome, Safari, etc.) and input http://192.168.50.1/ in the
address bar to visit the router’s configuration page. Click Advanced Settings.

____________________________________________________________________________________________________|
| Telephone 1300 299 999

Head Office: Level 5, 104 Mount St, North Sydney NSW 2060 | ABN 58 608 289 425
Sydney  Melbourne  Brisbane Canberra Occom.com.au

-Confidential-

2



INSEARCH OF INCREDIBLE

English

Welcome to RT-AX57

Create A New Network

3.2. Click Choose operation mode and select Wireless router mode.

INSEARCH OF INCREDIBLE

AiMesh combines more than one ASUS router to form an
AiMesh system, providing whole-home coverage and
centralized management.

| want to set this device as an AiMesh node

RT-AX57 supports several operation modes to meet
different requirements. Please select the mode that match

your situation.

Specify the path and name of setting file. Then click
[Upload] to write the file to RT-AX57. Please wait 60
seconds until RT-AX57 reboots.
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INSEARCH OF INCREDIBLE.

RT-AX57 supports several operation modes to meet
different requirements. Please select the mode that match
your situation.

Repeater mode
Access Point(AP) mode
Media Bridge

AiMesh

3.3. Select PPPoE and Input the PPPoE username and password provided by the ISP, then click Next.

INSEARCH OF INCREDIBLE

Please select the Internet connection type from the
options below. If you do not know the Internet connection
type, contact your ISP.

Automatic IP

Static IP

Xpass (DS-Lite)

transix (DS-Lite)

PPTP

L2TP

| want to set this device as an AiMesh node
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INSEARCH OF INCREDIBLE.

Enter the username and password for your Internet
connection information.These settings were given by
your Internet Service Provider (ISP) .

Username

Password

Previous

3.4. Enable Separate 2.4 GHz and 5 GHz. Set the Wi-Fi name to “Occom_XXXX"” and “Occom_XXXX_5G” that
XXXX is the last 4 digits of the MAC address. Set the password as the same password as the PPPoE
password or whatever the customer prefers (the router does not have a default password). Click Apply
after changing.

Assign a unique name or SSID (Service Set Identifier) to
help identify your wireless network.

2.4 GHz Network Name (SSID)

Occom_8D30

2.4 GHz Wireless Security

T e
5 GHz Network Name (SSID)

‘ Occom_8D30_5G

5 GHz Wireless Security

‘ 20416669776
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*Caution: Once you change your Wi-Fi name or password, your device needs to reconnect with Wi-Fi by
using the new Wi-Fi name and password.

3.5. Input new login username and password to “OCcom_1234",

INSEARCH OF INCREDIBLE

Change the router password to prevent unauthorized
access to your ASUS wireless router.

Password must contain at least 10 characters in length, including 1 letter,
1 special character, and 1 numeric character. Shall not have consecutive

identical characters. Login username and password shall not be the
same.

Router Login Name

‘ admin

New password

‘ OCcom_1234

Retype Password

‘ OCcom_1234

Previous

4. Advanced settings

4.1. WAN connection for other mode:
e Dynamic IP: click WAN under Advanced Settings and select Automatic IP.
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/iSUS  RT-AX57

= Quick Internet
\ Setup

General

Network Map
AiMesh

Guest Network
AiProtection
Parental Controls

@) qos

Advanced Settings

@ Wireless

[W] Lan
ﬂ;" WAN!

Amazon Alexa

@ IPV6

VPN

-
CWE)

Pe
e?

"ZiN

Logout Reboot English

Operation Mode: less router Firmware Version: 3.0.0.4.386 52315 SSID: Occom 8D30 Occom 8D30 5G

Internet Connection Dual WAN  Port Trigger  Virtual Server / Port Forwarding DMZ DDNS  NAT Passthrough

WAN - Internet Connection

RT-AX57 supports several connection types to WAN (wide area network).These types are selected from the dropdown menu
beside WAN Connection Type. The setting fields differ depending on the connection type you selected.

Configure the Ethernet WAN settings of RT-AX57.
Basic Config

WAN Connection Type v Automatic IP

Static IP
PPPoE
PPTP
L2TP

Enable WAN
Enable NAT

Enable UPnP  UPnP FAQ

WAN DNS Setting

Default status : Get the DNS IP from your ISP automatically.
DNS Server

Assign a DNS service to improve security, block
. ) Assign

advertisement and gain faster performance.

Forward local domain queries to upstream Yes O No

Enable DNS Rebind protection Yes ONo

Prevent client auto DoH Auto v

DNS Privacy Protocol None

e Static IP: click WAN under Advanced Settings and select Static IP, and input the related information
provided by Occom into the WAN I[P Setting window.
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/iSUS  RT-AX57

> Quick Internet
N Setup

General

@3 Network Map
wn AiMesh
?) Guest Network
AiProtection
G) Parental Controls

®) qos

Advanced Settings

@ Wireless
[@] Lan

s
55 waN

e
g@: Amazon Alexa

@ IPV6
2 ven
”.4 Firewall

4.2. CPE Build-in Speed Test.
Click Internet Speed under Traffic Manager, and then click Go to run the speed test.

-
CWE)

b
)

OCCOM

Optieal - Gommunication Exprt

W

2N

Logout Reboot English

Operation Mode: Wireless router Firmware Version: 5 SSID: Occom_8D30 Occom_8D30_5G

Internet Connection Dual WAN  Port Trigger  Virtual Server / Port Forwarding DMZ DDNS NAT Passthrough

WAN - Internet Connection

RT-AX57 supports several connection types to WAN (wide area network).These types are selected from the dropdown menu
beside WAN Connection Type. The setting fields differ depending on the connection type you selected.
Configure the Ethernet WAN settings of RT-AX57.
Basic Config
Automatic IP
V Static IP
PPPoE
PPTP.
L2TP

WAN Connection Type

Enable WAN

Enable NAT

Enable UPnP  UPnP FAQ

WAN IP Setting

IP Address

Subnet Mask

Default Gateway

'WAN DNS Setting

Default status : Get the DNS IP from your ISP automatically.

DNS Server
Assign a DNS service to improve security, block

) Assign
advertisement and gain faster performance.

Forward local domain queries to upstream ®ves ONo
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/iSUS  RT-AX57

r; Quick Internet
N Setup

General

@?) Network Map
@ AiMesh
@i Guest Network
raj AiProtection

¢

) Parental Controls

7> Qos

Advanced Settings

@ Wireless

MLAN

483> Amazon Alexa

@ IPV6
@ VPN
m_‘,‘ Firewall

) Administration

Operation Mode: Wireless router Firmware Version:

QoS

Internet Speed

Logout

Traffic Monitor

Reboot

Internet Speed

N

Q

English

com 8D30 5G

This service is provided by Ookla®. It detects the download and upload speed from your

router to the Internet. This test takes approximately one minute to complete. By using

this service, you agree to Ookla’s oli

2024/10/21 1 256

9

-
- 7

—_—

)

W

Level Super 8

History

Time

2024/10/21
12:56
2024/10/21
12:56

¥ Download
(Mbps)

¥ 374.85

¥ 367.40

4.3 (Optional) Enable Remote Access via WAN IP

Sydney

¥ Download

374.85 65.47

Mbps Mbps

2 Upload

Ping 2.02 ms Jter 0,05 ms

1-2 Items

? Upload Jitter
(Mbps) (ms)

1 65.47 . 0.05

Administration>System> Remote Access Config, select Yes to enable remote access the setting page via

WAN IP.
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Enable Reboot Scheduler

*‘J Firewall

g ‘Administration

Service
Enable Telnet

E/‘ System Log
Enable SSH

@ NetworicTools Idle Timeout

Local Access Config

Authentication Method

HTTPS LAN port

Download Certificate

Remote Access Config
Enable Web Access from WAN

HTTPS Port of Web Access from WAN

Enable Access Restrictions

Manual | Product R

-
CWE)

°
e?

OCCOM

Optieal - Gommunication Exprt

\\\1[-8 A
= (o]

270

®Yes ONo

® Yes ONo
No v

‘ 20 | minute(s) (Disable : 0)

Default v

8443
Access setting page via httj
* Please use port 1024-65535.
Export Renew Server Certificate

Renew Root Certificate Download and install SSL certificate on your browser

to trust accessing your local domain “www.asusrouter.com” with HTTPS protocol. To

export certificate after applying setting. FAQ

OvYes ®No
Only HTTPS is supported when accessing the web Ul from WAN. FAQ

10.9.157:8:

8443 WAccess setting page via https:/;

®Yes ONo

Apply

ion | Feedback | FAQ

4.4 (Optional) Enable Respond ICMP Echo Ping Request from WAN
Firewall>General> Respond ICMP Echo (ping) Request from WAN, select Yes to enable ICMP Ping request

from WAN.
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/SUS RT-AX57 Logout Reboot English

:L Quick Internet Operation Mode: Wireless router Firmware Version: 3 4.386_52315 SSID: Occom 8D30 Occom_8D30_5G
N Setup
General URL Filter  Keyword Filter ~ Network Services Filter

General

@?) Network Map Firewall

i General
@ AiMesh

Enable the firewall to protect your local area network against attacks from hackers. The firewall filters the incoming and outgoing packets
i"l Guest Network based on the filter rules.
DosS Protection FAQ
A2 Enable Firewall OYes ®No

’0 Parental Controls Enable DoS protection ®Yes ONo

Logged packets type None 7
) qos
\Ijvisﬁond ICMP Echo (ping) Request from OvYes ®No

Advanced Settings
IPv6 Firewall

@ Wireless ) ) . )
All outbound traffic coming from IPv6 hosts on your LAN is allowed, as well as related inbound traffic. Any other inbound traffic
must be specifically allowed here.
@] e
You can leave the remote IP blank to allow traffic from any remote host. A subnet can also be specified.

(2001::1111:2222:3333/64 for example)

Basic Config

Amazon Alexa
Enable IPv6 Firewall OvYes ®No

5
@ 1PV6 us Server List Please select

2 ven Inbound Firewall Rules (Max Limit : 128)

*;:, Firewall

n Administration
[£] No data in table

Service Name Remote IP/CIDR Local IP Port Range Protocol Add / Delete

5 Adding mesh AP by AiMesh
Power on the AP, and then click +Add AiMesh Node under AiMesh within the configuration page of the
primary router, then the primary router will search for available AiMesh AP nearby to join the same

network.
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/iSUS  RT-AX57

%= Quick Internet
N Setup

General

@?} Network Map

; (3 ; AiMesh'

@j Guest Network

@ AiProtection

==l!0 Parental Controls
() Qos

Advanced Settings

@ Wireless

[@] Lan

&3 wan

I+ Amazon Alexa

@ IPV6
@ VPN
0.:‘ Firewall

g Administration

INSEARCH OF INCREDIBLE

6 Appendices
Some videos about ASUS RT-AX57 AX3000 set up via the ASUS App
https://www.youtube.com/watch?v=C308ZpirEtg&t=141s
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Logout Reboot English

Operation Mode: Wireless router Firmware Version: 3.0.0.4.386 52315 SSID: Occom 8D30 Occom 8D30 5G

Topology System Settings

=+ Add AiMesh Node 1) Optimization

RT-AX57
Home

Clients 1

ASUS AiMesh WiFi System

AiMesh combines more than one ASUS router to form an

Firmware Version 3.0.0.4.386_52315

AiMesh system, providing whole-home coverage and

centralized management ®

Clients Network

Client List 1 Online

All list Wired

Wireless

luozhendeAir
(i) | 68:DA:73:AC:24:EA | 192.168.50.60

Search for available AiMesh nodes nearby to join your AiMesh
system.
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